
Patryk Król*

ORCID: 0000-0003-4079-8849
patkro12@gmail.com

Abstract

Keywords:

JEL Codes:



Ransomware jako zagro enie dla bezpiecze stwa infrastruktury 
krytycznej, ze szczególnym uwzgl dnieniem systemu inansowego
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